PRIMARIA MUNICIPIULUI
BUCURESTI

DIRECTIA GENERALA DE POLITIE
LOCALA SI CONTROL A

DIRECTIA GENERALA DE POLITIE A
MUNICIPIULUI BUCURESTI

Nr.66/.9/9....... 1.05.00. 2045

----------------------------

DIRECTIA GENERALA PENTRU
EVIDENTA PERSOANELOR

MUNICIPIULUI BUCURESTI
Ne. DDIBI  3fo¥. apaf

-------------------------------------------------

--------------------------------------------

DIRECTIA GENERALA PERMISE DE
CONDUCERE SI INMATRICULARI

PROTOCOL

privind accesul Directiei Generale de Politie Locala si Control a Municipiului Bucuresti la
baze de date ale Ministerului Afacerilor Interne

Avand in vedere dispozitiile art. 3 din Legea nr. 218/2002 privind organizarea si functionarea Politiei
Romane, republicatd, cu modificarile si completarile ulterioare, ale art. 11° alin. (1) lit. e), f) si h) din
Ordonanta Guvernului nr. 83/2001 privind infiintarea, organizarea si functionarea serviciilor publice
comunitare de pasapoarte si serviciilor publice comunitare regim permise de conducere si inmatriculare
a vehiculelor, aprobata cu modificari si completari prin Legea nr. 362/2002, cu modificarile si
completarile ulterioare, ale art. 2 alin. (1) lit. ¢) si art. 3 din Hotardrea Guvernului nr. 1.367/2009
privind infiintarea, organizarea si functionarea Directiei Generale pentru Evidenta Persoanelor si ale
Ordonantei de urgentd a Guvernului nr. 148/2022 pentru modificarea si completarea Ordonantei
Guvernului nr. 83/2001 privind infiintarea, organizarea si functionarea serviciilor publice comunitare
de pasapoarte si serviciilor publice comunitare regim permise de conducere si inmatriculare a
vehiculelor, precum si a Ordonantei Guvernului nr. 84/2001 privind infiinfarea, organizarea si
functionarea serviciilor publice comunitare de evidentd a persoanclor, aprobatd prin Legea nr.
355/2023, tindnd seama de dispozitiile Regulamentului (UE) 2016/679 al Parlamentului European si
al Consiliului din 27 aprilie 2016 privind protectia persoanelor fizice in ceea ce priveste prelucrarea
datelor cu caracter personal si privind libera circulatie a acestor date si de abrogare a Directivei
95/46/CE (Regulament general privind protectia datelor) si ale Legii nr. 190/2018 privind masuri de
punere in aplicare a Regulamentului (UE) 2016/679 al Parlamentului European i al Consiliului din 27
aprilie 2016 privind protectia persoanelor fizice in ceea ce priveste prelucrarea datelor cu caracter
personal si privind libera circulatie a acestor date si de abrogare a Directivei 95/46/CE, in temeiul art.
20 alin. (2) din Legea politiei locale nr. 155/2010, republicatd, cu modificarile §i completarile
ulterioare, si al art. 34 lit. a) din Regulamentul-cadru de organizare si functionare a politiei locale,
aprobat prin Hotirarea Guvernului nr. 1.332/2010, se incheie prezentul protocol intre:



Primaria Municipiului Bucuresti, reprezentatd de domnul Stelian Bujduveanu, in calitate de Primar
General,

Directia Generala de Politie Locala si Control a Municipiului Bucuresti, cu sediul in bd. Libertatii
nr. 18, bloc 104, sector 5, Bucuresti, reprezentatd de domnul Eduard Valentin Stroe, in calitate de
director.general, | o

si

Directia Generald de Politie a Municipiului Bucuresti, cu sediul in Calea Victoriei nr. 19, sector 3.
Bucuresti, reprezentata de domnul chestor principal de politie Bogdan Berechet, in calitate de director
general,

Directia Generald pentru Evidenta Persoanelor, cu sediul in str. Obcina Mare nr. 2, sector 6,
Bucuresti, reprezentatd de domnul chestor de politie Citilin-Aurel Giulescu. in calitate de director
general,

Directia Generald Permise de Conducere §i Inmatriculdri, cu sediul in soseaua Pipera nr. 49, sector
2, Bucuregsti, reprezentatd de domnul chestor de politie Florentin Bricea, in calitate de director,
denumite in continuare structuri abilitate.

1. Obiectul protocolului

Art. 1. - Prezentul protocol are ca obiect asigurarea accesului la baze de date ale Ministerului
Afacerilor Interne pentru indeplinirea atributiilor legale ale Directiei Generale de Politie Localid si
Control a Municipiului Bucuresti, in conformitate cu dispozitiile art. 20 alin. (2) din Legea politiei
locale nr. 155/2010, republicata, cu modificarile si completarile ulterioare.

2. Baze de date

Art. 2. - Bazele de date la care se asigurd accesul politiei locale, denumite in continuare baze de
date, sunt:

a) Evidenta informatica a persoanelor date in urmdrire si a persoanelor disparute - "Urmariti";

b) Evidenta informatica a furturilor de autovehicule sivarsite in Romania si a celor sdvarsite 1n alte
state sesizate oficial Politiei Romane - "Furt auto";

¢) Registrul national de evidenta a permiselor de conducere si a vehiculelor inmatriculate;
d) Registrul national de evidenta a persoanelor.
3. Accesul la bazele de date

Art. 3. - (1) Accesul la bazele de date se asigurd in condigiile actelor normative in vigoare, cu
respectarea clauzelor cuprinse in prezentul protocol, exclusiv pentru indeplinirea atributiilor legale ale
Directiei Generale de Politie Locala si Control a Municipiului Bucuresti.

(2) Conditiile tehnice si de securitate privind accesul la bazele de date sunt previzute in anexa nr. 1,
respectiv in specificaiile tehnice stabilite de Serviciul de Telecomunicatii Speciale, denumit in
continuare STS, impreund cu Directia Generald pentru Comunicatii si Tehnologia Informatiei,
denumita in continuare DGCTI, din cadrul Ministerului Afacerilor Interne (MAI).



(3) Accesul la bazele de date se realizeazi exclusiv prin intermediul aplicatiilor informatice puse la
dispozitie de structurile abilitate, pe suportul de comunicatii asigurat de DGCTI si STS, de persoane
anume desemnate, agreate de parti, denumite in continuare utilizatori. Datele de identificare ale
utilizatorilor se transmit in timp util partii interesate.

(4) STS asigura administrarea si functionarea permanenta a retelei de comunicatii tip VPN a Directiei
Generale de Politie Locala si Control a Municipiului Bucuresti.

(5) In vederea accesirii bazelor de date, STS asigura conectarea retelei VPN a Directiei Generale de
Politie Locala si Control a Municipiului Bucuresti cu reteaua RCVD a MAI, prin intermediul refelei
de cooperare extranet STS.

(6) Conturile de utilizator si numirul acestora se vor acorda in functie de capacitatea tehnicd a
sistemelor de a suporta interogirile aferente numarului de utilizatori si raportat la evolutiile tehnologice
ale bazelor de date ale Ministerului Afacerilor Interne.

(7) Pana la asigurarea accesului in conditiile prevazute la alin. (6), accesul la bazele de date se
realizeazi numai prin dispeceratul politiei locale §i se limiteazd la maximum 5 stafii/dispecerat.
Numérul maxim de utilizatori la nivelul Directiei Generale de Politie Locald si Control a Municipiului
Bucuresti este de 20.

(8) Nivelul de acces la bazele de date previzute la art. 2, facilitat pentru exercitarea atributiilor
Directiei Generale de Politie Locala si Control a Municipiului Bucuresti, este stabilit de catre structurile
abilitate ale MAI, prin aplicatiile informatice puse de acestea la dispozifie.

4. Conditii pentru utilizatori

Art. 4. - (1) Utilizatorii dobindesc drept de acces la bazele de date numai dupa semnarea unui
angajament de confidentialitate, al cirui model este prevdzut in anexa nr. 2, si a unui instructaj cu
privire la normele legale in domeniul protectiei persoanelor cu privire la prelucrarea datelor cu caracter
personal, respectiv numai in conditiile detinerii unui certificat digital eliberat de STS.

(2) Se interzice utilizatorilor sd transmita datele de autentificare altor persoane ori sa utilizeze alte
date de autentificare decat cele alocate.

5. Responsabilitatile structurilor abilitate

Art. 5. - In vederea realizarii obiectului protocolului, structurilor abilitate le revin urmatoarele
responsabilitafi:

a) sa colaboreze cu structurile teritoriale ale STS pentru asigurarea accesului la bazele de date, potrivit
solicitarilor adresate in scris de Directia Generala de Politie Locald si Control a Municipiului Bucuresti;

b) sd monitorizeze toate accesdrile si sa tind o evidentd a acestora, in conditii care sd permitd
identificarea utilizatorului;

c) si pund la dispozitia Directiei Generale de Politie Locala si Control a Municipiului Bucuresti
aplicatiile informatice prin care se asigurd accesul la bazele de date, in conditii de securitate a
prelucrarii;



d) s@ urméreasci respectarea de catre Directia Generald de Politie Locala si Control a Municipiului
Bucuresti a conditiilor de accesare a bazelor de date si sd revoce dreptul de acces, in cazul constatirii
unor incélcari ale acestor conditii;

e) sa ofere expertiza necesard pentru realizarea obiectului protocolului, la solicitarea Directiei
Generale de Politie Locala si Control a Municipiului Bucuresti.

6. Responsabilititile Directiei Generale de Politie Locali si Control 2 Municipiului Bucuresti

Art. 6. - (1) In vederea realizarii obiectului protocolului, Directiei Generale de Politie Locala si
Control a Municipiului Bucuresti ii revin urmitoarele responsabilitati:

a) sd solicite accesul la bazele de date §i sd comunice, in scris, Directiei Generale de Politie a
Municipiului Bucuresti informatiile prevdzute la pct. III din anexa nr. 3 la Ordinul ministrului
administratiei si internelor nr. 128/2011 pentru organizarea activititilor privind accesul Directiei
Generale de Politie Locald si Control a Municipiului Bucuresti la baze de date ale Ministerului
Afacerilor Interne;

b) si stabileascd dispozitivele prin care se realizeazad accesul la bazele de date si si solicite evaluarea
acestora din punct de vedere tehnic;

¢) in functie de solutia tehnica identificata, sa achizitioneze si sa utilizeze echipamentele si serviciile
prevazute in proiectul tehnic propus/avizat de STS si Ministerul Afacerilor Interne, precum si si solicite
asistenta tehnicd pe durata procesului de operationalizare a conexiunilor;

d) sd consulte bazele de date numai prin intermediul aplicagiilor informatice puse la dispozitie de
MAI;

¢) sd stabileascd utilizatorii §i sd le distribuie certificatele digitale emise de STS, si asigure instruirea
periodicd a acestora si s comunice Directiei Generale de Politie a Municipiului Bucuresti orice
modificari intervenite in situatia fiecarui utilizator pentru care s-ar impune revocarea dreptului de
acces;

f) sd intocmeasca metodologii proprii de lucru privind protectia datelor cu caracter personal;

g) sa sesizeze de indatd unitatea de politie competenta teritorial in cazul identificarii unor persoane
sau autovehicule urmdrite;

h) sa nu conecteze echipamentele prin care se asigura accesul la bazele de date la alte retele;

1) s pastreze la sediul dispeceratului, pentru o perioada de cel putin 2 ani, angajamentele de
confidentialitate §i instructajele periodice §i sd le puna la dispozitia autoritdtilor competente in
domeniu;

J) sd ia masurile necesare pentru asigurarea confidentialitatii si securitatii prelucrarilor de date;
k) sa nu dezvaluie catre terti datele obtinute din accesarea bazelor de date;

1) sd ia masurile legale ce se impun atunci cind se constati ci informatiile din bazele de date au fost
utilizate cu incélcarea prevederilor legale in vigoare si ale prezentului protocol.

(2) Directia Generald de Politie Locala si Control a Municipiului Bucuresti nu va transfera. comunica,
pune la dispozitie, divulga si nu va supune datele furnizate de citre structurile abilitate ale MAI unei
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operatiuni de prelucrare cu efect similar, direct sau indirect, cétre persoane fizice sau juridice terte, sub
nicio forma, cu exceptia transferului citre instanta de judecata sau catre organul de urmérire penald, la
cererea expresd a acestora.

7. Protectia datelor cu caracter personal

Art. 7. - (1) Partile dispun masurile necesare pentru asigurarea protectiei datelor cu caracter personal,
in conditiile Regulamentului (UE) 2016/679 al Parlamentului European si al Consiliului din 27 aprilie
2016 privind protectia persoanelor fizice in ceea ce priveste prelucrarea datelor cu caracter personal si
privind libera circulatie a acestor date si de abrogare a Directivei 95/46/CE (Regulament general
privind protectia datelor).

(2) In scopul asiguririi respectirii prevederilor alin. (1), pérfile dispun masuri specifice pentru
asigurarea respectdrii dispozitiilor art. 25 din Regulamentul (UE) 2016/679.

Art. 8. - (1) In sensul prevederilor art. 7, partile dispun masurile necesare pentru a se informa in
scris, reciproc, in termen de 5 zile lucritoare de la data semnrii protocolului, cu privire la responsabilul
cu protectia datelor cu caracter personal desemnat in conformitate cu dispozitiile art. 37 alin. (1) lit. a)
din Regulamentul (UE) 2016/679.

(2) Partile dispun masurile necesare pentru ca:

a) responsabilul cu protectia datelor cu caracter personal desemnat in cadrul fiecdreia dintre institutii
si aiba acces la prelucririle de date cu caracter personal desfasurate in baza prezentului protocol;

b) responsabilii cu protectia datelor cu caracter personal desemnati sd poatd colabora in scopul
indeplinirii functiilor i sarcinilor previzute la art. 38 si 39 din Regulamentul (UE) 2016/679.

Art. 9. - (1) In scopul respectdrii principiului transparentei prelucrarilor, in termen de 5 zile
lucritoare de la data semndrii, prezentul protocol va fi publicat pe pagina de internet a Directiei
Generale de Politie Locala si Control a Municipiului Bucuresti, intr-un spatiu usor accesibil publicului,
dedicat transparentei prelucririlor de date cu caracter personal derulate. Prezentul protocol se va afisa
si la sediul Directiei Generale de Politie Locala si Control a Municipiului Bucuresti, intr-un spatiu
amenajat corespunzator.

(2) Informatiile referitoare la responsabilul cu protectia datelor cu caracter personal desemnat si la
modalitatea in care poate fi contactat se publica conform alin. (1).

(3) Aplicarea protocolului este conditionata de publicarea acestuia in conditiile alin. (1), sens in care
Directia Generala de Politie Locald si Control a Municipiului Bucuresti comunicé in scris indeplinirea
acestei obligatii structurilor abilitate.

Art. 10. - (1) Partile evalueaza ori de céte ori este necesar, dar cel putin o datd pe an, modul in care
este asigurat un nivel adecvat al securitatii prelucrérilor realizate in temeiul prezentului protocol, cu
luarea in considerare a dispozitiilor art. 32 alin. (2) din Regulamentul (UE) 2016/679.

(2) Orice incalcare a securititii datelor cu caracter personal care priveste datele prelucrate in temeiul
prezentului protocol este notificatd de indatd administratorului bazei de date. Transmiterea notificarii
se realizeazi cel tirziu la momentul transmiterii notificarii citre Autoritatea Nationala de Supraveghere
a Prelucrdrii Datelor cu Caracter Personal, in conditiile art. 33 alin. (1) din Regulamentul (UE)



2016/679. Notificarea va cuprinde cel putin informatiile previzute la art. 33 alin. (3) din Regulamentul
(UE) 2016/679.

(3) in situatia incalcarii securitdtii datelor cu caracter personal care priveste datele prelucrate in
temeiul prezentului protocol, partile se informeazi reciproc in cazul transmiterii unor notificri in
conditiile art. 34 din Regulamentul (UE) 2016/679.

Art. 11. - (1) Partile dispun masurile necesare pentru crearea unei evidente a activitatilor de
prelucrare derulate in temeiul prezentului protocol.

(2) Partile au obligatia sa adopte masurile de procedurd necesare pentru verificarea legalitaii
prelucrérilor realizate in cadrul fiecdreia dintre institutii, crednd in acest sens un mecanism de
monitorizare a prelucrérilor.

(3) In cadrul masurilor privind asigurarea transparentei, adoptate in conditiile art. 9 alin. (1), partile
dispun masurile necesare pentru publicarea informatiilor previzute la art. 30 alin. (1) din Regulamentul
(UE) 2016/679, relevante pentru aplicarea dispozitiilor prezentului protocol.

8. Proceduri privind drepturile persoanelor vizate

Art. 12. - (1) Directia Generala de Politie Locala si Control a Municipiului Bucurestise obliga sa
asigure exercitarea dreptului la informare al persoanelor vizate cu privire la prelucririle de date cu
caracter personal realizate in temeiul prezentului protocol.

(2) In scopul aplicarii dispozitiilor alin. (1), cu ocazia realizarii oricarei activitati de prelucrare care
presupune interacfiunea cu persoana vizatd, polifia locald o va informa, cu respectarea dispozitiilor art.
13 din Regulamentul (UE) 2016/679, cu privire la realizarea prelucriarilor in temeiul prezentului
protocol.

(3) Partile garanteaza exercitarea dreptului de acces al persoanei vizate si dispun toate maisurile
necesare pentru asigurarea aplicirii dispozitiilor art. 15 din Regulamentul (UE) 2016/679.

(4) Directia Generala de Politie Locald si Control a Municipiului Bucuresti va informa de indata
structurile abilitate ale MAI cu privire la primirea unei cereri formulate in exercitarea dreptului de
acces care priveste datele cu caracter personal furnizate de citre structurile abilitate ale MALIL

Art. 13.- (1) In cazul in care Directia Generala de Politie Locald si Control a Municipiului Bucuresti
sesizeazd neconcordante intre datele consultate potrivit art. 1 si cele prelucrate in sistemele de evidenti
proprii ori cele inscrise in documentele de identitate ale cetafenilor, indrumé persoanele vizate de
neconcordantele in cauza cétre structurile abilitate ale MAI, pentru efectuarea de verificiri punctuale,
in vederea clarificarii situatiei si, dupa caz, a corectarii datelor.

(2) Directia Generald de Politie Locala si Control a Municipiului Bucuresti informeazi de indata
structurile abilitate ale MAI cu privire la primirea unei cereri formulate in exercitarea dreptului la
rectificare sau la stergere care priveste datele cu caracter personal furnizate de cétre structurile abilitate
ale MAL

Art. 14.- (1) In cazul in care Directia Generala de Politie Locala si Control a Municipiului Bucuresti
dispune mésura restrictiondrii prelucrarii cu privire la datele furnizate de citre structurile abilitate ale
MAL, aceasta informeaza de indata structurile abilitate ale MAI. Informarea trebuie si cuprindi inclusiv



precizarea situatiei de la art. 18 alin. (1) din Regulamentul (UE) 2016/679, pe care se intemeiaza o
astfel de mésura.

(2) Directia Generala de Politie Locala si Control a Municipiului Bucuresti informeaza structurile
abilitate ale MAI cu privire la adoptarea unei masuri de ridicare a restrictiei de prelucrare comunicate
potrivit alin. (1).

Art. 15.- (1) In cazul in care Directia General de Politie Locald si Control a Municipiului Bucuresti
primeste o cerere formulatd in exercitarea dreptului de opozitie, cu privire la datele furnizate de citre
structurile abilitate ale MAI, informeaza de indata structurile abilitate ale MAI

(2) Directia Generala de Politie Locala si Control a Municipiului Bucuresti are obligatia de a informa
structurile abilitate ale MAI cu privire la prelucrarea datelor cu caracter personal furnizate prin
intermediul unor mijloace noi de prelucrare automatizata, in special in situatia utilizarii unor noi
tehnologii sau a unor tehnologii care permit crearea de profiluri.

(3) Directia Generala de Politie Locala si Control a Municipiului Bucuresti nu poate adopta niciun
fel de masura de natura sa produca efecte juridice care privesc persoana vizatd sau o afecteazd in mod
similar intr-o masurd semnificativa, doar pe baza prelucrdrii datelor furnizate de cétre structurile
abilitate ale MAL

(4) Directia Generala de Politie Locald si Control a Municipiului Bucuresti informeaza in scris
structurile abilitate ale MALI, in termen de trei luni de la intrarea in vigoare a prezentului protocol, cu
privire la masurile dispuse pentru aplicarea dispozitiilor art. 22 alin. (3) din Regulamentul (UE)
2016/679.

Art. 16. - In situatia exercitarii dreptului de acces, de rectificare, de stergere, de restrictionare, de
opozitie al persoanelor vizate, in conformitate cu prevederile legislatiei privind protectia persoanelor
cu privire la prelucrarea datelor cu caracter personal i privind libera circulatie a acestor date, structurile
abilitate ale MAI vor comunica acestora situatiile privind prelucrarea datelor cu caracter personal sub
forma transferului citre Directia Generala de Politie Locala si Control a Municipiului Bucuresti, fara
a fi necesara vreo notificare prealabild sau obtinerea acordului politiei locale cu privire la informarea
respectiva.

9. Comunicarea intre parti

Art. 17. - (1) Orice comunicare intre parti in scopul realizarii obiectului protocolului se realizeaza
in scris.

1.0~ (2) Cotunictrile-intré pirti se pot ealiza si prin telefon, fax sau e-mail, sub conditia confirmarii in
scris a primirii comunicarii.

(3) Notificarile transmise prin fax sau e-mail se considera primite in prima zi lucrdtoare urmatoare
celei in care au fost expediate.

10. Intrarea in vigoare si amendamente

Art. 18. - (1) Prezentul protocol intrd in vigoare la data semndrii si Inregistrérii de catre parti si este
valabil un an de la aceasta data.



(2) Valabilitatea protocolului se prelungeste de drept, pe perioade succesive de cite un an, daca
niciuna dintre parti nu notifica celeilalte, cu cel putin 30 de zile inainte de expirarea termenului, vointa
de incetare a aplicabilitatii acestuia.

(3) Prezentul protocol poate fi modificat si/sau completat prin acordul scris al partilor, cu respectarea
regulilor prevazute la alin. (1) si (2).

(4) Protocoalele de colaborare Incheiate pana la data intrarii in vigoare a prezentului protocol, avand
ca obiect accesul la bazele de date mentionate la art. 2. isi inceteaza aplicabilitatea.

11. Eficientizarea cooperarii

Art. 19. - Partile vor analiza, ori de cate ori situatia impune, modul de indeplinire a obiectului
protocolului si se vor informa reciproc cu privire la problemele constatate, in vederea ludrii masurilor
optime.

12. Anexele la protocol

Art. 20. - Anexele nr. 1 i 2 fac parte integranta din prezentul protocol.

Prezentul protocol a fo%ztocmit in 5 exemplare, cate unul pentru fiecare parte semnatara.
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